BizCom”

GLOBAL

CyberSafe360: Sending Security Shorts

Send a quick video about an internet security topic to educate your employees

1 Navigate to https://access.piisecured.com/ and log into the CyberSafe360 portal

2 From the home page, click on Security Shorts
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3 To send out a new video on a specific topic, click on "+SECURITY SHORTS"
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Tip! MFA, also known as Multifactor Authentication, is also referred to as Two

Factor Authentication (TFA). While we use the terms interchangeably, the

CyberSafe 360 portal uses "TFA".




5 Fill out all the fields
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6  Click "SAVE & CONTINUE"
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If you do not fill out all fields, you will receive a red bar with the message that
indicates all fields are required
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Tip! After selecting which short you want to send out, you then need to identify

which employees should receive the short.

Selecting Employees for Security Short

@ Tip! You can send security shorts to User Groups

9 From the dropdown menu, you can select all, or highlight the employee names, or
select a user group
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10  Once you've selected the appropriate users or groups, click "SEND"
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